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Abstract 

Hackers are usually people passionate for computers who are interested in the details for operating 

systems, software applications or programming languages. There are white hackers – good hackers, 

and also black hackers that affect the reputation of this profession. Black hackers attack computer 

systems in order to steal or destroy sensitive data. Cyber attackers can be differentiate depending on 

attributes as resources, time, tools, assumed risks, access to systems and objectives. Building a cyber 

attacker profile is necessary to understand the measures need to be taken in order to stop them. 
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